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Abstract: This paper proposes to add a Key Issue in FS_eNPN TR.
1. Introduction
The eNPN SID includes the following objective:
1.  Study enhancements to enable support for SNPN along with subscription / credentials owned by an entity separate from the SNPN.
NOTE:
The entity separate from the SNPN might provide applications using the services of the SNPN for its communication.
2. Discussion
SA1 requirements in TS 22.263 is shown below:

· The 5G system shall enable an NPN to be able to request a third-party service provider to perform NPN access network authentication of a UE based on non-3GPP identities and credentials supplied by the third party service provider.

· The 5G system shall enable an NPN to support multiple third-party service providers.

· The 5G system shall enable an NPN to be able to request a PLMN to perform NPN access network authentication of a UE based on 3GPP identities and credentials supplied by the PLMN.
It is not clarified whether the requirements are applicable to SNPN or PNI-NPN or both. The figure below list all the four scenarios:
Scenario 1) UE#1 is accessing to an SNPN and is authenticated in a third-party service provider;

Scenario 2) UE#2 is accessing to an SNPN and is authenticated in a PLMN;

Scenario 3) UE#3 is accessing to a PNI-NPN and is authenticated in a third-party service provider;

Scenario 4) UE#4 is accessing to a PNI-NPN and is authenticated in another PLMN.
Within PNI-NPN, the UE should be a subscriber of a PLMN and thus the primary subscription shall be stored within the PLMN. External entity performing authentication to the UE accessing a PNI-NPN can be performed via secondary authentication procedure. Rel-16 specification already supports secondary authentication and it is not sure whether the solution needs to be enhanced in Rel-17 for PNI-NPN. In this version of contribution Scenario 3) is not included.
Scenario 4) is a roaming scenario between two PLMNs. Even it is not explicitly specified, the Rel-16 specification already supports roaming scenario for accessing a CAG cell in vPLMN.

The above CAG information is provided by the HPLMN on a per PLMN basis. In a PLMN the UE shall only consider the CAG information provided for this PLMN.
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3. Conclusion and proposal(s)
It is proposed to add a Key Issue of Authentication in an entity external to the SNPN in FS_eNPN TR.
* * * * First change * * * *

5.X
Key issue #X: Authentication in an Entity External to the SNPN
5.X.1
Description

The Key Issue is to study the architecture and solution for SNPN along with subscription credentials owned by an entity external to the SNPN. The entity could be located in a third-party service provider, a PLMN which has roaming relationship with the SNPN, or an authentication server external to the SNPN.

The Key Issue is to study the architecture and solution including:
-
What is the network entity external to the SNPN to perform authentication for a UE accessing SNPN.

-
What is the reference point between the SNPN and the network entity.

-
How to exchange authentication signallings between the SNPN and the entity.

NOTE 1:
The network entity external to the SNPN might provide applications using the services of the SNPN for its communication.

NOTE 2:
The details of the credential used and authentication procedure is up to SA3 decide.
· What is the architecture and solution for a UE accessing service provider or PLMN services via NPN access network? 
· How does the UE discover and select a SNPN which provides authentication in an external network entity?
* * * * End of change * * * *
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